4:29F STUDENT INTERNET USE AGREEMENT

Student’s Name (Please Print) Grade Level

School _ Date

The Cabot School District agrees to allow the student identified above to use the district’s technology to access
the Internet under the following terms and conditions:

1. Conditional Privilege: The Student’s use of the district’s access to the Internet is a privilege conditioned on
the Student’s abiding to this agreement, No student may use the district’s access to the Infernet unless the
Student and his/her parent or guardian have read and signed this agreement.

2. Acceptable Use: The Student agrees that he/she will use the District’s Internet access for educational
purposes only. In using the Internet, the Student agrees to obey all federal and state laws and regulations. The
Student also agrees to abide by any Internet use rules instituted at the Student’s school or class, whether those
rules are written or oral.

3. Penalties for Improper Use: If the Student violates this agreement and misuses the Infernet, the Student shall

~be subject to disciplinary action. Note: A.C.A. § 6-21-107 requires the district to have “...provisions for
administration of punishment of students for violations of the policy with stiffer penalties for repeat
offenders, and the same shall be incorporated into the district’s written student discipline policy.” You
may choose to tailor your punishments to be appropriate to the school’s grade levels.

4. “Misuse of the District’s access to the Intemet” includes, but is not limited to, the following:
(a) using the Internet for other than educational purposes;
(b) gaining intentional access or maintaining access to materials which are “harmful to minors™ as
defined in the District’s Internet Use Policy;
() using the Internet for any illegal activity, including computer hacking and copyright or intellectual
property law violations;
(d) accessing “chat lines” or any other form of direct electronic communication unless authorized by the
instructor for a class activity directly supervised by a staff member;
(e) using abusive or profane language in private messages on the system; or using the system to harass,
insult, or verbally attack others;
() posting anonymous messages on the systeny;
(g) using encryption software;
(h) wastefill use of limited resources provided by the school including paper;
(i) causing congestion of the network through lengthy downloads of files;
(j) vandalizing data of another user;
(k) obtaining or sending information which could be used to make destructive devices such as guns,
weapons, bombs, explosives, or fireworks,
(1) gaining unauthorized access to resources or files;
(m) identifying oneself with another person’s name or password or using an account or password of
another user without proper authorization;
(n) unauthorized disclosure, use or dessemination of anyone’s personal identification information;
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(0) using the network for financial or commercial gain without district permission;

(p) theft or vandalism of data, equipment, or intellectual property;

(q) invading the privacy of individuals;

(r) attempting to gain access or gaining access to student records, grades, or files;

(s) introducing a virus to, or otherwise improperly tampering with the systemn;

(1) degrading or disrupting equipment or system performance;

(u) creating a web page or associating a web page with the school or school district without proper

authorization;

(v) providing access to the District’s Internet Access to unauthorized individuals;

(w) failing to obey school or classroom Interet use rules;

(%) taking part in any activity related to Internet use which creates a clear and present danger of the

substantial disruption of the orderly operation of the district or any of its schools;

(v) installing or downloading software on district computers without prior approval of the technology
director or his/her designee.

5. No Expectation of Privacy: The Student and parent/guardian signing below agree that if the Student uses the
Internet through the District’s access, that the Student waives any right to privacy the Student may have for such
use. The Student and the parent/guardian agree that the district may monitor the Student’s use of the District’s
Internet Access and may also examine all system activities the Student participates in, including but not limited
to e-mail, voice, and video fransmissions, with {he Siudent’s parenis/guardians.

6. No Guarantees: The District will make good faith efforts to protect children from tmproper or harmful matter
which may be on the Internet. At the same time, in signing this agreement, the parent and Student recognize that
the District makes no guarantees about preventing improper access to such materials on the part of the Student.

7. Signatures: We, the persons who have signed the internet use agreement form, have read this agreement and
agree to be bound by the terms and conditions of this agreement.

Student’s Signature: Date

Parent/]egal Guardian Signature: Date

Date Adopted: July, 2002
Last Revised: October 20, 2009
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Cabot Public School District -
Blended Learning Technology Agreement

Ll

Introduction

Cabot Public School District is providing students the opportunity to participate in a blended
learning model where students are issued chromebook devices for school and home use. This is an
innovative approach where learners have accessto a rich array of technological tools intended to
enhance both teaching and learning.

Terms of Use

Students and Parents/ Guardian(s) must follow the terms, conditions, and policies communicated
within this document, in addition to the Acceptable Use Policies defined within the district’s
Student Handbook. Student issued chromebooks are the property of Cabot Public School District
and their use is a privilege, not a right. Disciplinary actions or revocation of this right may be
imposed if there is a failure to adhere to these policies. The district reserves the right to collect
and/or inspect a device and delete any material or applications deemed to be inappropriate.
Student devices may be seized or searched at any time as they are the property of the district.

Acceptance

Before a student receives his/ her chromebhook, the student and a parent/guardian must read and
sign the signature page of this document as well as the Cabot Public School District Student
Handbook. Each document contains acceptable use policies and guidetines which students must
follow. Signed forms will be collected when a student receives his/her device.

Student Online Accounts & Privacy Policy

Instruction using technology is often facilitated through the use of e-mail and cloud-based file
storage. As a parf of the Blended Learning model, students will be issued a Google Apps account
which gives them access to email (Gmail), as well as other Google Apps including Google Drive.

 The district will only provide the students first 5 letters of their last name and first initial, and
e-mail login name to create each student email account.

» No student will be required or encouraged to provide other personally identifiable information to
any online service provider.




Guidelines for Use

Students should abide by ali policies defined under the Acceptable Use Policy as documented in the
Cabot Public School District Student Handbook Network/Internet Acceptable Use Guidelines.

Use of these devices should be restricted to educational purpoeses. Any extracurricular use during
school time, such as instant messaging, video chatting, video games, etc. is strictly prohibited and
can result in disciplinary action, unless explicitly permitted by school administration and/or the
student’s teacher.

Students should expect no privacy with regard to media or content created or stored on their
device. Students will be held liable for mappropriate materials found on devices. If inappropriate
materials or applications are found as a result of a search by school officials, a student’s
chromebook may be wiped and reset to factory defaults. The district will not be responsible for lost
files or information should a device be reset to factory defaults. Depending on the content of the
inappropriate infoermation, proper authorities may be notified.

An attempt by a student to access files or materials on another student’s device is forbidden unless
explicit permission is given. Unauthorized use or access to files or information by a student may
result in disciplinary action. Students should keep all personal usernames and passwords private
and should not give this information to anyone other than a school official.

Use of microphones and/or webcams in the classroom to record and/or post audio or video content
to the Internet is strictly forbidden, unless explicitly allowed by a student’s teacher for an
instructional purpose. Possession, transferring, or uploading unauthorized photographs, videos, or
audio recordings is strictly forbidden and may result in disciplinary action or revocation of a
student’s device.

Student devices are considered a learning tool both in the classroom and at home. A student's
device should never be loaned or used by anyone outside of his/her immediate family.

Students are responsible for backing up important files and data stored on their device. The school
district holds no liability or responsibility to recover lost, deleted, or missing files as a result of
hardware issues, software issues, or any unforeseen occurrence in which files could be lost.

Distribution & Collection of Chromebooks

Chromebooks will be distributed to students at the beginning of each fall semester, or as new
students are registered throughout the school year. These devices, and all accessories, will then be
coliected at the conclusion of the school year for appropriate hardware and software maintenance.
In subsequent years, returning students will receive the same device they were issued the previous
school year.



Proper Care Guidelines

Proper care and storage of student chromebook devices are the responsibility of each individual
student. A proper carrying case Is provided, in which the chromebook and all accessories should be
stored when not in use. Other care tips include:

» Do not leave or store the device in the extreme heat or extreme cold,
# Do not leave the device in a vehicle or other unsecured location,

. }50 not place any item or object on top of the device when not in use.
» Do not eat or drink in close proximity fo the chromebook.

* Do not use any cleaning product, including, but not limited to, abrasive cloths, sponges, or liquid
cleaners to clean the screen or exterior of the device. Only a soft, lint-free microfiber cloth should be
used.

*» Do not remove any serial number labels or labels applied by the district.
» Do not drop the device or bump it against any hard surface.

« Do not place or leave the device on the flaor where it may be stepped on or tripped over.

Software

The district has installed several licensed applications for both instructional purposes as well as
system maintenance. Students should make no attempt to remove or "hack” any application that
has been pre-installed on their chromebooks. Any attempt to remove or disrupt any pre-instalied
applications will result in disciplinary action and the chromebook will be wiped and reloaded to its
initial state. The district will not be responsible for any files lost or deleted should a chromebook be
wiped and restored to its original state. Students should always be aware that it is their
responsibility to backup files to either removable media or a cloud-based file service. Installation of
new applications will be limited to sottware used explicitly for educational or instructional use. Any
software installed hy the district will be properly licensed. If a student installs or attempts to install
unlicensed software on their chromebook, the district reserves the right to remove that software
with no financial liability to the district. The district holds no liability for issues caused by student
instalied software. The district will not be financially liable for iost content, purchased and
downloaded by the student, should a hardware or software malfunction accidentally remove or de-
stroy that content.




Web Filtering

Students are expected to follow the policies and guidelines established to ensure adequate Internet
filtering while at school and home.

While at home, district Chromebooks will be fiitered with software tools, however, parents will be
responsible for monitoring the use of the Internet. The district holds no responsibility for
inappropriate content accessed outside of school provided Internet access. The responsibility of
monitoring Internet access once a student is off school premises and no longer using district
provided Internet access will fall directly on the student’s parent or guardian. [nappropriate
content delivered and/or stored on a student device by the use of Internet access away from or
outside of school provided internet may resuit in disciplinary action if found by school officials.

LCD Screens

LCD screens are extremely sensitive and fragile. Please adhere to the following list of guidelines with
specific regard to the LCD screens:

* Do not lean on, press on, or place any object on top of the device when it is closed.
Do not put any item, including papers, on the device keyboard hefore closing the lid.
« Do not put any magnet or magnetized object on or near the device or its screen.

» Do not attempt to use any type of pencil, pointer or stylus on the device screen.

s Clean the device screen with a soft, lint-free or anti-static cloth and de not use any liquid or abra-
sive cleaners or substances.

FINANCIAL RESPONSIBILITY

Damaged, Lost, or Stolen Chromebooks

» Damage, accidental or otherwise, to a chromebook device should be reported to a school official
immediately.

» Theft of a device while on school premises should be reported to a school official immediately.

» Theft or loss of a device while away from school should first be reported to local police officials,
then reported to school officials. You may be asked by your school to provide an official police
report.



« [f a device is damaged by another person or student, it should be reported to the office, teacher, or
school personnel immediately. Any claim will be investigated by the school district or law
enforcement.

Technical Problems & Chromebook Repairs

All hardware or software issues should be reported to the student’s teacher. Issues which occur
during non-classroom time should be reported to school officials. The district will attempt to repair
all hardware and software issues by trained staff or technicians. No charges will be incurred for
hardware or software repairs not caused by deliberate misuse or accidents. No one other than
district staff members should ever disassemble or attempt to repair any hardware component of a
chromebook. Doing so may cause damage and subsequent charges and/or disciplinary actions.

A loaner chromebook device may be provided to a student in the event that their assigned
chromebook is kept at school for necessary repairs. In the event that a student receives a loaner
device, they will be responsible for the loaner just as if it was their original issued device. Loaner
chromebooks will be inspected before and after check out. Should physical damage occur to the
loaner device, the student will be financially responsible for any repairs that must be performed in
order fo restore the loaner device to its original condition.

+ Charges will be assessed for any damage not caused by unexpected hardware failures which fall
under the terms and conditions of the manufacturer’s warranty.

» Such charges may result from damage caused by improper use, handling, or intentionatl or
accidental damage.

» Lost chromebooks or accessories will not be covered by the district and charges will be assessed
to replace these items.

¢ Students will not be re-issued another device until non-warranty repair costs have been paid.
Student Expectations

« Students are expected to bring their chromebook devices to school every day, fully charged. There
will be limited access to power charging areas in the school. Students will continue to be
accountable for the learning in all classes with or without their device. Repeated violations of this
policy will result in disciplinary action. '

« Students should be prepared to provide their own headphones to be used during instructional
time, or have their sound muted to respect all other students, unless explicitly permitted by their
teacher. ' '




Cabot Public School District

Blended Learning Chromebook Agreement

We have read the required guidelines for participation in the Cabot Public School District blended
learning model and understand our responsibilities in using Chromebook devices, network,
Internet and all other applicable technology.

e We agree to follow all policies, procedures and expectations for use as they relate to this
program as implemented by Cabot Public School District.

e We further understand our financial responsibility for all equipment which is accidentally
or intentionally damaged while in our possession. '

¢ Finally we understand that in order for the District to create an email account for

we give the District permission to share her/his first name,
last name and email login name with Google.



